
ALSOKサーバ ID 証明書発行システムの仕様変更および認証プロセス変更のご案内  お客様各位                                                           2013年 2月 1日 綜合警備保障株式会社  拝啓 平素より ALSOKサーバ IDをご利用いただき、誠にありがとうございます。 このたび、ALSOK サーバ ID 証明書の発行システムにおける利便性の向上を目的とした仕様変更、および証明書の認証プロセスを変更いたしますのでご案内申し上げます。詳細は以下をご参照ください。  ALSOKでは引続きサービス向上に努めて参りますので、今後ともご愛顧賜りますようお願い申し上げます。 敬具                                     記  1. 変更適用予定日   2013年 3月上旬   * 申請日に関わらず、変更適用日以降に実施する認証作業に対して変更が適用されます。   * 日程は決定次第お知らせいたします。  2. 仕様変更の内容 2.1 申請情報の一時保存機能 申請途中の状態で一時的に申請データを保存することができるようになります。保存した申請情報は TOPページから再度選択し、申請を再開することができます。一時保存した申請データの保存期間は保存した日から 60日間です。        2.2 CSR自動作成機能 申請前に CSRを準備いただかなくても、発行システムでの申請の途中で CSRを自動作成(Internet Explorerのみ対応)することができます。自動作成された CSRと対になる秘密鍵は、申請時にご利用いただいたクライアント PC 上に保存されますので、発行された ALSOKサーバ IDと併せてウェブサーバにインストールいただけます。 また、これまでと同様に事前に準備いただいた CSRを貼付けて申請いただくことも可能です。        



2.3 申請団体の住所情報入力補助機能の拡張 申請団体の住所情報(市区町村名(Locality)および都道府県名(State))を入力いただく際の誤入力を削減する目的で、住所情報の入力補助機能を拡張いたします。       2.4 テスト用 無料 SSLサーバ証明書の申請受付 現在、日本ベリサイン株式会社のコーポレートウェブサイトより申請を受付けているテスト用 無料 SSL サーバ証明書について、発行システムから申請いただくことが可能になります。      2.5 画面遷移の一部変更 「2.2 CSR自動作成機能」追加に伴い、CSR貼付/作成の画面を、発行システムにおける申請ステップの最後に移動いたします。      2.6 TOPページの証明書一覧での表示情報の追加 TOPページの証明書一覧において、現在表示されている申請日および有効期間終了日に加えて、変更適用日以降は「有効期間開始日」を確認いただくことが可能となります。  3. 認証プロセスの変更内容 3.1 申請責任者の役職要件の変更 ALSOKサーバ IDの認証プロセスにおける、申請責任者の役職の要件を以下の通り変更いたします。申請団体の人事総務部門への電話確認の際には、申請責任者が業務委託や他組織からの出向ではない正社員・正職員であることを確認いたしますが、役職の確認は行わないようになります。このたびの変更は、CA ブラウザフォーラムが制定したBaseline Requirementsに準拠する形で、お客様の利便性を向上させるための取組みになります。      ■ 変更内容       (変更前) - 申請責任者は、申請団体に所属する管理職相当の権限所有者(課長職以上、大学の場合は教授職以上)で登録する必要があります。       (変更後)        - 申請責任者は、申請団体に所属する正社員・正職員で登録する必要があります。     



4. 本件に関するお問合せ先    ALSOKサーバ ID受付センター    電話番号      ： 044-520-7221    メールアドレス： alsok_id@verisign.co.jp                                                                   以上 


